Security

Q: What is the process of signing an authorization certificate?

A: Verestro sends instructions to the customer. Based on it, the client generates a certificate and
sends it to the CSO on Verestro's side using a PGP key. The CSO signs it, passes it internally at
Verestro for configuration and sends the signed one back to the client. The signed certificate
should then be used in the execution of each request.

Q: Is the mobile PIN stored in Verestro in accordance with Mastercard PIN Security
Standards?

A: Yes, Verestro stores it according to Mastercard PIN Security Standards.
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